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< Common Weakness Enumeration
A Community-Developed List of Software Weakness Types

Software

development

Home About CWE List Scoring Community News Search
PUb“Sh CWE™ is a community-developed list of common software security weaknesses. It serves as a common language, a measuring stick for software security tool
> identification, mitigation, and prevention efforts.

View the List of Weaknesses

by Research Concepts ) by Development Concepts ) by Architectural Concepts )

Search CWE

Easily find a specific software weakness by performing a search of the CWE List by keywords(s) or by CWE-ID Number. To search by multiple keywords, separate each
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to search and

Act as a CNA Common Vulnerabilities and Exposures

to search and Search CVE List Download CVE

HOME > CVE LIST > SEARCH CVE LIST

>
‘ & Search CVE List
M “ Nm You can search the CVE List for a CVE Entry if the CVE ID is known. To search by keyword, use a specific term or m
u relevant CVE Entries.

View the search tips.
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The NVD is the U.S. government repository of standards based vulnerability management data
represented using the Security Content Automation Protocol (SCAP). This data enables automation of

vulnerability management, security measurement, and compliance, The NVD includes databases of
security checklist references, security-related software flaws, misconfigurations, product names, and
impact metrics.
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